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BiLGi TEKNOLOJILERI DESTEK UZMANI
GOREV YETKIi VE SORUMLULUKLARI

GOREV UNVANI Bilgi Teknolojileri Destek Uzmani

CALISTIGI BiRiM Bilgi Teknolojileri Direktorligi

BAGLI OLDUGU BiRiM Genel Sekreterlik

BAGLI OLDUGU YONETICi Bilgi Teknolojileri Direktorii

KENDISINE BAGLI OLAN BiRiMLER /

CALISANLAR i

GEREKTiGiNDE YERINi ALACAK KiSi  Bilgi Teknolojileri Direktorii tarafindan belirlenecek bir kisi
CALISMA KOSULLARI Tam Zamanli

CALISMA SAATLERI 08:30-17:30

DENEME SURESI 2 ayve 6 ay

Universite personeli (akademik ve idari), 6grenciler ve diger kullanicilara birinci
seviye teknik destek saglar. Bilgisayar donanimi, yazihmi, ag baglantilari,
- Universite sistemleri (6grenci bilgi sistemi, e-posta, Wi-Fi, 6§renme yonetim
ISIN TANIMI ) o ) . - i,
sistemlerivb.) ile ilgili sorunlari ¢ézer, kurulum ve bakim islemlerini gergeklestirir.
Universitenin bilgi teknolojileri altyapisinin sorunsuz calismasini destekler ve
kullanici memnuniyetini 6n planda tutar.
ALMASI GEREKEN EGITiIMLER

e Microsoft Certified: Modern Desktop Administrator, CompTIA A+, Network+ veya benzeri IT destek sertifikalari
o Sirekli gelisim icin yeni teknolojiler (Windows/Mac glincellemeleri, bulut servisleri) konusunda periyodik egitimler
o Kisisel Verilerin Korunmasi Kanunu (KVKK) ve GDPR Egitimi
e Bilgi Guvenligi ve Siber Glvenlik Farkindahk Egitimi
e is Saglig ve Givenligi (iSG) Egitimi
e Yangin ve Acil Durum Tahliye Egitimi
e Universiteye Ozgii Sistem ve Uygulama Egitimleri
e Teknik Gelisim Egitimleri (Kurum Destekli)
e Yeni Teknoloji ve Glincelleme Egitimleri
iSiN GEREKTIRDIGi NIiTELIKLER

e Universitelerin Bilgisayar Programciligi, Bilgi Teknolojileri, Bilgisayar
Muihendisligi veya ilgili bélimlerinden 6n lisans veya lisans mezunu olmak.

EGITIM

e lyi derecede ingilizce bilgisi (okuma, yazma ve konusma); teknik dokiimanlari
YABANCI DiL okuyabilmek, uluslararasi yazilim/support kaynaklarini kullanabilmek ve
yabanci uyruklu akademisyen/6grencilere destek verebilmek icin zorunlu.
e Microsoft Office 365 (Word, Excel, PowerPoint, Teams, Outlook) ileri duizey.
e Windows 10/11 isletim sistemi yonetimi ve troubleshooting ileri dizey.
e Temel ag protokolleri (TCP/IP, DNS, DHCP), Active Directory kullanici yénetimi.
e Yazicl, tarayicl, projektor gibi periferik cihaz kurulum ve bakimi.
o Antivirls yazilimlari ve temel giivenlik araglari bilgisi.
e Tercihen macOS ve mobil cihaz (i0S/Android) destegi.
e En az 5 yil IT destek/helpdesk tecriibesi (tercihen egitim kurumlarinda veya
blyuk kurumlarda).
e Kullanici destek ticket sistemi (6rnegin, Jira, ServiceNow veya benzeri)
kullanimi tecriibesi.
TECRUBESI e Donanim (PC, laptop, yazici, projektor) ve yazilim troubleshooting konusunda
glclu bilgi.
e Temel ag yonetimi (LAN, Wi-Fi, VPN) ve isletim sistemleri (Windows, macOS,
Linux temel) bilgisi.
o Kullanici odakli problem ¢dzme yetenegi ve hizl 6grenme kapasitesi.

BiLGiISAYAR BILGiSi
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iSIN GEREKTIRDIGi OZELLIKLER

e Glgclu iletisim ve musteri hizmetleri becerisi; sabirli, empati kurabilen ve kullanici dostu yaklasim.
e Analitik diisiinme ve hizli problem ¢dzme yetenegi.

e Takim galismasina yatkin, sorumluluk sahibi ve stres altinda ¢alisabilen.

e Detay odakli, dokiimantasyon aliskanligi olan.

e Esnek g¢alisma saatlerine uyum saglayabilen (Universite etkinlikleri veya acil durumlar igin).

e Yiksek duzey gizlilik; Gniversite personel ve 68renci verileri (kisisel bilgiler,
akademik kayitlar, finansal veriler) ile calistigi icin KVKK ve GDPR uyumlu
davranmak zorunlu.

iSIN GEREKTIRDIGI GIZLILIK DUZEYi o Universite bilgi givenligi politikalarina tam uyum, veri sizintisi risklerini

onleme sorumlulugu.

o Gizli bilgilere erisimde yetki disi kullanim yasak; ihlal durumunda disiplin cezasi
uygulanir.

o Kisisel bilgisayar (laptop/desktop), diagnostik araglar (multimetre, kablo tester
vb.).

KULLANILMASI GEREKEN CiHAZ VE ® Yazicl, tarayicli, projektor, akilli tahta gibi tGniversite ekipmanlari.

EKiPMANLAR

e Ag cihazlari (switch, router temel konfigtirasyon araglar).

o Ticket yonetim yazilimi, remote desktop araglari (TeamViewer, AnyDesk).
e Mobil cihazlar (telefon, tablet) icin test ekipmanlari.

e Glvenlik icin VPN ve sifreleme araglari.

TEMEL GOREV, YETKi VE SORUMLULUKLARI

Kullanicilarin (akademik/idari personel, dgrenciler ve ziyaretgiler) teknik destek taleplerini telefon, e-posta,
ticket yonetim sistemi (6rnegin, Jira, ServiceNow, Zendesk veya liniversiteye 6zgi sistem), yiiz ylize veya remote
erisim yoluyla almak, kaydetmek, dnceliklendirmek ve ¢6zmek,

Bilgisayar donanimi (PC, laptop, tablet, akilli telefon) kurulumu, bakim ve onarimini yapmak; periferal cihazlar
(yazici, tarayici, projektdr, akilli tahta, ses sistemleri) baglanti ve konfiglirasyonunu gerceklestirmek,

Yazillm sorunlarini gidermek: isletim sistemi (Windows, macOS), Microsoft Office 365 uygulamalari,
Universiteye &zgii sistemler (Ogrenci Bilgi Sistemi - OIS, Ogrenme Yoénetim Sistemi - LMS gibi
Moodle/Blackboard, e-posta, VPN) kurulum, giincelleme ve troubleshooting islemlerini yuritmek,

Yeni personel ve 6grencilerin bilisim hesaplarini (e-posta, Wi-Fi, domain hesabi, LMS erisimi) olusturmak, sifre
sifirlamak, yetki atamak ve oryantasyon destegi vermek,

Derslik, laboratuvar, toplanti odasi ve konferans salonlarindaki teknik ekipmanlarin (projektér, akilli tahta, video
konferans sistemleri - Zoom/Teams) giinliik kontrolini yapmak, etkinlik 6ncesi hazirlik ve etkinlik sirasinda
teknik destek saglamak,

Ag baglanti sorunlarini (kablolu/kablosuz internet, Wi-Fi erisim noktalari, VPN baglantilar) teshis etmek ve
birinci seviye ¢6zim Uretmek; ileri diizey sorunlari ag ekibine escalate etmek,

Antivirts, glvenlik yamalari ve yazihm gilincellemelerini kullanici cihazlarinda uygulamak; temel glvenlik
tehditlerini (phishing, malware) tespit edip kullaniciyi bilgilendirmek,

Donanim ve yazilim envanterini takip etmek, stok kontroli yapmak, arizali ekipmanlarin tamir/ degisim sirecini
yonetmek,

Tekrar eden sorunlar icin kok neden analizi yapmak, ¢dziim onerileri gelistirmek ve bilgi bankasi (knowledge
base) katki saglamak,

Universite etkinlikleri (sempozyum, sinav, mezuniyet) sirasinda saha teknik destegi vermek ve nébet tutmak
(gerektiginde mesai disi),

Active Directory, Azure AD veya Universite domain sisteminde kullanici hesabi olusturma, diizenleme, devre disi
birakma, sifre sifirlama ve grup Uyeligi atama,
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Standart yazilim paketlerinin (Office 365, antivirs, Universite uygulamalari) kullanici cihazlarina kurulum ve
lisans yonetimi,

Remote desktop araclari (TeamViewer, AnyDesk, Microsoft Remote Assistance) ile kullanici cihazlarina erisim
ve miudahale etmek,

Ticket yonetim sisteminde talepleri agma, kapatma, 6nceliklendirme, yonlendirme ve raporlama.

Standart donanim degisiklikleri (RAM upgrade, HDD/SSD degisimi, periferal baglanti) yapma ve onayl saticilarla
koordinasyon,

Acil durumlarda (sistem ¢okmesi, giivenlik ihlali siiphesi) Ust yonetime dogrudan raporlama ve gegici ¢6zim
uygulama,

Universite bilgi giivenligi politikalari cergevesinde sinirli sistem loglarina erisim ve inceleme,

Egitim ve bilinglendirme amacli kullanici gruplarina kisa teknik egitimler verme (6rnegin, Office 365 kullanimi,
guvenli internet),

Hizmet Seviyesi Anlasmalari (SLA) kapsaminda talepleri zamaninda ¢6zmek; kritik sorunlarda yanit siresi
(6rnegin, 15 dakika) ve ¢6ziim siiresi hedeflerini karsilamak,

Tim miidahaleleri ticket sisteminde detayh belgelemek, ¢6ziim adimlarini kaydetmek ve raporlamak,

Kisisel Verilerin Korunmasi Kanunu (KVKK), GDPR ve Universite bilgi glivenligi politikalarina tam uyum saglamak;
6grenci/personel verilerine yetkisiz erisim, paylasim veya sizinti riskini 6nlemek,

Kullanicilari bilgi glivenligi konusunda bilinglendirmek (phishing egitimleri, gicli sifre kullanimi vb.),

Envanter dogrulugunu saglamak, donanim etiketleme ve takip sistemini glincel tutmak,

Ekip ici is bolimi ve koordinasyonda aktif rol almak; vardiya, nobet ve proje gorevlerini sorumlu bir sekilde
Gstlenmek,

Tekrar eden veya sistemik sorunlari aylik/ceyreklik raporlarla tst yonetime bildirmek ve iyilestirme onerileri
sunmak,

Mesleki gelisimi takip etmek, yeni teknolojiler (6rnegin, Windows 11 glincellemeleri, bulut tabanh sistemler)
hakkinda kendini glincel tutmak ve sertifika almak,

is saghg ve giivenligi kurallarina uymak; elektrikli cihazlarla calisirken giivenlik dnlemlerini almak,

Kullanici memnuniyetini 6lgmek (anket veya feedback) ve hizmet kalitesini artirmak icin geri bildirimleri
degerlendirmek,

Yoneticisinin verecegi benzer gérevleri yerine getirmek,

Kuruma ait yonerge, yonetmelik, politika ve prosedirlere uymak.
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